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Declaration 
Copyright © 2019. All rights reserved. 
Without the written permission of the company, any company or individual 
should not extract, duplicate part of or all of contents of this manual and no 
spreading in any form. 
As the upgrade of the products or other reason, the contents of manual will 
be upgraded periodically. Unless otherwise stipulated, the manual is used as 
a instruction. All statements, information and suggestions of the manual do 
not constitute any ostensive or implied guarantee. 
Photographs, graphics, charts, and illustrations provided in the manual are 
for explanation and illustration purposes only, and may differ from specific 
products. Please prevail in kind. 
 

Safety Precautions 

Notice     
                      
 Please do not place and install equipment directly under the sunlight or 

near heating device. 
 Please do not install equipment at moist place or place with dust or 

soot.    
 Please keep equipment installed horizontally, or install equipment in a 

stable place, avoid the equipment falling down.             
 Please avoid liquid dropping on the equipment, make sure no objects 

filled (eg cups) with liquid on the equipment and prevent liquid from 
leaking. 

 Please install the device in a well-ventilated place, do not block the 
vents of the equipment. 

 Please only use equipment within rated input/output. 
 Please do not disassembly at liberty. 
 Please transport, use and reserve the equipment within allowing 

humidity（10%~90%） and temperature（-10℃~+55℃）.  

 When cleaning the device, unplug the power cord and completely shut 
off the power. 

 The dust on the circuit board inside the NVR may cause a short circuit 
after being exposed to moisture. Regularly clean the circuit board, 
connectors, chassis, and chassis fan with a soft brush. If dirt is difficult 
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to remove, wipe it off with a neutral detergent diluted in water and 
wipe it dry. 

 Do not use volatile solvents such as alcohol, benzene, or thinner when 
cleaning the device. Do not use strong or abrasive cleaning agents. This 
can damage the surface coating. 

 Please purchase the NVR dedicated hard drive recommended by the 
equipment manufacturer from the formal channels to ensure the 
quality and usage requirements of the hard drive. 

 Make sure that there is no threat due to uneven mechanical load. 
 Make sure that the video and audio cables have enough controls to 

install the cable. The bend radius of the cable should not be less than 5 
times the cable diameter. 

 Make sure that the alarm cable is firmly installed and the contact is 
good. 

 Make sure that the NVR is reliably grounded. 
 

Warning 
 
 Please do use the battery as requested, or it may lead to a battery fire, 

explosion or risk of burning! 
 Please use the same type of battery when changing it. 
 Please do use recommended cord sets (power cords), do use within the 

rated specifications.  
 If you connect the product to the Internet at your own risk, including 

but not limited to products that may be subject to cyber-attacks, 
hacking attacks, virus infections, etc., the company will not be 
responsible for product abnormality, information leakage, etc., but the 
company will timely to provide you with product-related technical 
support. 

 Instruction 
 After receiving the product, please open the packing box, take out the 

equipment, and confirm the packing product and accessories according 
to the packing list in the box. 

 If you find any damage to the contents of the box or any missing parts, 
please contact your dealer promptly. 
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Chapter 1 Outline and Feature 
 
1.1 Outline 
 
The item is a high-performance network NVR, characterizing local previewing, 
and multi-picture division displaying & local real-time storage of recorded 
files. It supports shortcut operating of mouse and remote managing and 
controlling. It has two ways of storage--Front storage & client-side storage. 
Front-end monitoring points can be located anywhere on the network 
without geographical restrictions. Combined with other front-end equipment 
such as network cameras, network video server network, professional video 
surveillance system software to form a powerful safety monitoring network, 
in its network deployment system, focal point and monitoring points simply 
connect a network cable, no need to lay monitor video cable, audio cable etc. 
from center to monitoring points, easy construction, low cabling costs and 
low maintenance costs. 
 

1.2 Default 
 
 The factory default super administrator account is admin and the 

password is 12345. 
 NVR and PoE NVR factory default IPv4 address: 192.168.1.88. 
 WiFi NVR factory default IPv4 address: 172.20.17.88 or 172.136.123.88. 
 

1.3 Descriptive content agreement 
 
In order to simplify the description in this manual, the following conventions 
are made: 
 The "device" mentioned in this manual mainly refers to the NVR. 
 The “IP device” mentioned in this manual mainly refers to IPC, IP DOME, 

or DVS. 
 The "channel" mentioned in this manual refers to the NVR's IP channel. 
 Click the "X" or "Cancel" button to return to the previous screen. 
 Click All Interfaces Default to restore the current factory default settings. 
 Click "Apply" and "Save" on all screens to save the current settings. 
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1.4 Function Features  
 
 H.264 videos condense format, support 4K/6M/5M/4M/3M/2M/1080P 
 /720P/D1 resolution network camera input.  
 Some models support H.265 video compression format, support 4K / 

6M / 5M / 4M / 3M / 2M / 1080P/720P / D1 resolution network camera 
input.  

 G.711U and G711a audio condense format. 
 Windows-style user interface embedded real-time Linux3.0 operating 

system. 
 Support preview, recording, play back, backup. 
 Supports 3 streams. 
 USB2.0 or USB3.0, support backup, software upgrading & mouse 

operating. 
 The device only supports FAT32 and NTFS format U disk. 
 Supports Chinese simplified, Chinese Traditional, Polish, Czech, Russian, 

Thai language, Hebrew, Persian, Bulgarian, Arabic, German, French, 

Portuguese, Turkish, Spanish, Italian, Hungarian, Roman，Korean，Dutch 
and Greek switch. 

 Some NVRs support fisheye correction, dual-screen preview, and PoE, 
whichever is the case. 

 Only one USB interface NVR needs to use USB interface such as 
Configuration import, Configuration export, backup, IPC Update, Manual 
Update, first select the corresponding function, such as click "Config 
import", pop-up "Please insert the usb disk" 60 When the second 
countdown prompts, unplug the mouse and plug it into the USB device 
before the countdown ends. After the NVR recognizes the USB device, it 
automatically proceeds to the next step. 
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Chapter 2 NVR Appearance 
2.1 The Front Panel 
2.1.1 The Front Panel 
（For informational purposes only, subject to object） 
 

 
Figure 2-1 

 

 

 Instruction 
 The panel diagram does not reflect the product size and ratio. Please 

refer to the actual product for details. 

2.2 Rear Panel 
2.2.1 General equipment rear panel introduction  
The schematic diagram of the rear panel of the common equipment is as 
follows: 

No. Name Description 

1 Switch Turn on / off the device 

2 Hard disk indicator 
Shows whether the hard drive is connected 
properly 

3 Power Indicator The device is powered on normally 

4 Network Indicator 
Shows whether the device is properly 
connected to the network 

5 USB2.0 Connect mouse or USB memory stick backup 
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Figure 2-2 

The corresponding description of each interface in Figure 2-2 is shown in the 
following table: 

No. Name Description 

1 
Ethernet port 
1/2  

Connect Network 

2 Audio output Equipment audio output interface 

3 Audio Input Equipment audio input interface 

4 
HD Video 
Output 2 

Connect HD display devices such as computer 
monitors 

5 VGA 
Connect VGA display devices such as computer 
monitors 

6 
HD Video 
Output 1 

Connect HD display devices such as computer 
monitors 

7 USB3.0 Connect the mouse or U disk backup 

8 eSATA External hard drive interface 

9 Ground 485 Alarm when equipment is grounded 

10 Alarm Output Equipment alarm output interface 

11 Alarm Input Equipment alarm input interface 

12 
Power toggle 
switch 

115V/230V Switch 

13 
Power 
Connector 

Device power connector 

14 Switch Equipment switch 

Table 2-1 

2.2.2 Built-in PoE device rear panel introduction 
The schematic diagram of the rear panel of the built-in PoE device is as 
follows: 
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Figure 2-3 

The corresponding description of each interface in Figure 2-3 is shown in the 
following table: 

No. Interface Connection instruction 

1 
HD Video 
Output  

Connect HD display devices such as computer 
monitors 

2 VGA 
Connect VGA display devices such as computer 
monitors 

3 Audio Input Equipment audio input interface 

4 Audio output Equipment audio output interface 

5 
PoE network 
port 

Connect IP devices and power IP devices and 
networks 

6 Ethernet port  Connect Network 

7 USB port Connect the mouse, U disk or removable hard disk 

8 
Power 
Connector 

Device power connector 

 Instruction 
 The panel diagram does not reflect the product size and ratio. Please 

refer to the actual product for details. 
 

2.3 Mouse Instructions 
Mouse instruction 

Operate NVR through mouse left button, right button ＆ scroll wheel． 
 

Mouse actions Function 

Click left  
mouse button 

1. Select one of the options; 2. Insertion cursor, enter 
or modify the value of a parameter. 

Click right 
mouse  button 

1. When interface not locking, click right mouse 
button, system menu pops up; 2. When interface 
locking, click right button on real-time preview 
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interface, login interface pop up; 3. Entered to main 
menu, to a submenu of PTZ control, click right mouse 
button on the menu interface, return to previous menu 
(except video playback interface); 4. Entered to close 
system interface, click mouse right button on the 
interface, return to preview interface. 

Single, 
double-click the 
mouse left  
button 

1. When real-time preview multiple channels interface, 
double-click maximized channel display of one channel 
and return to the original state; 2. Single click the 
password input field on the login interface; 3. Single 
click setting parameters (date, time, IP address, port 
number, bit stream value and user password) or user 
names. 

mouse 
movements 

Select the menu or menu item. 

Mouse drag Drag progress bar to playback video. 

Slide mouse 
scroll wheel 

1.Time setting; 2.Select the drop-down menu values; 

 

2.4 Input Method Introduction 
Input method includes lowercase and uppercase English letters. Clicking 

“ ” button on the left can switch the input method and the symbol 

“ ” represents deleting incorrect input. 
 

   
Uppercase English input            Lowercase English input 
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Chapter 3 Connecting NVR 
3.1 Hard Disk Installation 

Notice     
                      
 Before installation, please confirm that the power has been 

disconnected. 
 Please use the NVR dedicated monitor hard drive recommended by the 

device manufacturer. 
 
Installation tools 
A Phillips screwdriver 
 

Hard disk installation 
The hard disk is installed as shown in Figure 3-1. 

○1  Loosen the fixing screw on the cover, open the cover. 

○2  Connect one end of the hard disk data cable and power cable to the 

motherboard, and connect the other end to the hard disk. Align the four 
positioning screw holes at the bottom of the hard disk with the hard disk 
positioning holes at the bottom of the chassis. 

○3  Hold the hard disk with hand, turn over the chassis, and fix the hard disk 

with screw at the indicated position. 

○4  After hard disk installed, turn over the chassis, fix the cover with screw. 

  

○1                            ○2  
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○3                        ○4  

Figure 3-1 
  

3.2 Device Connection 
Use VGA cable or HD cable to transmit the NVR signal to the display. If it is a 
controllable PTZ, use wire to connect RS485 A cable and RS485 B cable to the 
corresponding RS485 interface on NVR.  As show in Figure3-2. 
 

 
Figure3-2 

Notice     
 Devices with built-in PoE network ports support IPC plug-and-play 

functionality. When adding IP devices using the PoE network port 
plug-and-play method, make sure that the IP devices also support the 
PoE standard. 
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Chapter 4 NVR Startup 
4.1 System Initialization 
The steps to turn on NVR are as follows: 

○1  Connect the device to the monitor and plug in the mouse and power 

cord. 

○2  Turn on the power switch on the rear panel to start the device. The 

system initialization screen appears, as shown in Figure 4-1.  
 

 
Figure 4-1

 

Instruction 
 Please confirm that the voltage to be connected matches the NVR 

requirements and ensure that the NVR ground is well grounded. 
 If the power supply is abnormal, the NVR may not work properly or 

even damage the NVR. It is recommended to use a regulated power 
supply for power supply. 

 The illustrations that appear in the operation manual may not be exactly 
the same as the menu interface displayed on your monitor, so all 
illustrations are for user's reference only. 

 After the device starts up, it can be simply configured through the boot 
wizard, which is the normal operation of the device.  
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4.2 Boot wizard 
4.2.1 Quick Startup Wizard 
Quickly configuration the NVR as shown in Figure 4-2： 

○1  After the device starts, enter the "Boot Wizard" and click "Next Step". 

 
Figure 4-2 ○1  

○2  Then select a user name, enter the user password, select the system 

language and click "Login" to login the system (the default username is 
admin, password is 12345). 

 
Figure 4-2 ○2  
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○3  When the login password is too simple, a security password prompt will 

pop up. Click "Modify ". 

 
Figure 4-2 ○3  

○4  Click the "New password" box, enter a new password, confirm the new 

password, select the security question, enter the corresponding answer, click 
"Save"; insert a USB flash drive on the device, and click "Export key". 

 
Figure 4-2 ○4  

○5  Go to the "General" interface, configure the Device setting and date, and 

click “Next Step". For details, see "5.3.6.1 General". 
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Figure 4-2 ○5  

○6  Go to the "Network" interface, configure the network parameters of the 

device. Click “Next Step". For details, see "5.3.6.2 Network". 

 
Figure 4-2 ○6  

○7  Go to the "Add Camera" interface, you can search for and add devices 

and click "Next Step". For details, see "5.3.5.1 Add Camera".  
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Figure 4-2 ○7  

○8  Go to the "Record Setup" interface, set the video plan, support the 

manual drawing schedule, click "Complete", the boot wizard is set up. For 
details, see section "5.3.4.1 Schedule".  

 
Figure 4-2 ○8  
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Instruction 
 On the startup wizard screen, click Cancel to exit the startup wizard. 
 When the password is too simple, after the login, a password strength 

security interface will pop up. You can click "Modify later" to continue 
using the existing password. 

 Please confirm that the XVR device has been properly connected to the 
network before setting up the network parameters. 

 System default setting is all channels are recorded 24 hours a day. 

 If the boot wizard has been configured for the first time, click "Menu → 

Configuration → General", cancel check "Enable wizard at startup", 
and the boot wizard interface will no longer appear after the next boot. 

 

4.2.2 Forget Password 
If you forget your password, you can click "Forget password" on the login 
page to enter the safety verification interface to reset the password (as 
shown in Figure 4-3). The password can be reset via "Answer the question" 
or "Import Key". 

 
Figure 4-3 
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 Answer the question: Select the three security questions when setting 
the password and enter the answer to the corresponding question to 
enter the new password setting interface, as shown in Figure 4-4. 

 
Figure 4-4 

 Import key: Select the authentication method as Import Key, as shown 
in Figure 4-5. 

 
Figure4-5 

○1  Insert the USB disk (the key file exported when the device setting 

password is stored) on the device, and click Import to import the key file into 
the device. 

○2  In the modification user interface, select “Change Password”, enter a 

new password, confirm the password, and click “Save”, as shown in Figure 
4-6. 


